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ACCEPTABLE USAGE POLICY – Contour College Wi-Fi 
 
 
All users of the Contour College Wi-Fi Network must abide by the following terms and conditions and agree to the 
Acceptable Usage Policy for Wi-Fi at Contour College by reading and signing this document. 
 
 

 Learners must refrain from visiting, downloading or transmitting from sites that are deemed inappropriate or 
offensive, pornographic, or that contain material of an obscene nature.  

 

 Any Learner who inadvertently accesses an inappropriate Internet site must immediately close the session or 
return to the previous page. 
 

 Learners must not use the Contour College Wi-Fi Network for downloading games, music, movies etc. 
 

 Usage of Wi-Fi is entirely at the risk of the account holder. As such, we strongly recommend that all devices 
have up to date anti-virus protection and all security updates applied before using the service. 

 

 Infected devices will be disconnected from the network 
 

 Wi-Fi Access to the Contour Network is restricted and can only be accessed by a password activated by 
Contour College Management 
 

 Act lawfully – Learners must not act in any way that could be unlawful or encourage others to act 

unlawfully.  In particular, do not infringe intellectual property rights, do not reveal confidential or sensitive 
information and do not engage in any criminal offence or encourage others to do so.  
 

 Act responsibly – Learners must not undertake actions that are harassing, defamatory, threatening, obscene, 

abusive, racist, sexist, offensive or otherwise objectionable or inappropriate. Do not pretend to be anyone other 
than yourself.  Do not collect email addresses or other personal details or use the Wi-Fi to send spam. 
 

 Act reasonably – Learners must not use Wi-Fi access in any way that may affect the running of the Wi-Fi or 

network or other technology connected to it (for example, other Wi-Fi users’ devices).  In particular, do not 
upload or download very large files and make sure your device is protected by up-to-date anti-virus software. 
 

 Contour College reserves the right to suspend your access at any time in our sole discretion without 
responsibility to you. Your use of the Wi-Fi is at your own risk and we are not responsible to you for any 
damages, losses, costs or expenses you suffer because the Wi-Fi is unavailable, does not operate as expected 
or causes loss or damage to any data.   
 

 You are responsible to us for all damage, losses, costs or expenses suffered by Contour College arising out of 
any breach by you of these rules (for example, if you use the Wi-Fi for copyright infringement or to commit a 
criminal offence).  
 

Network Security Monitoring  

The Wi-Fi network connection may be subject to monitoring, with cause, for security, legal, or troubleshooting purposes. 

Contour College reserves the right to monitor Wi-Fi activity, filter content, and otherwise control or prohibit usage. If the 

NSW Police Department request information about your use of the Wi-Fi, we may disclose information about you (for 

example, your IP address or the email address you provided when accessing the Wi-Fi).  

 

Policy Updates  

Due to the dynamic nature of technology and the Internet, the Contour College Social Media Behaviour Policy and Wi-Fi 

Acceptable Use Policy is subject to change. 

 

Violation of this Policy 

 

 Violation of this policy could result in suspension of Wi-Fi use privileges and disciplinary action may be taken. 
 

 

Full name: ___________________________________________________________    

                             

Signed: ___________________________________________     Date:  _____________________ 


